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GENERAL PROVISIONS

Financial institutions run legal, regulatory, reputational and as a consequence financial risks if they are
used as vehicles for money laundering and terrorist financing.

The VTB Group Consolidated Policy on Prevention of Money Laundering and Terrorist Financing
(hereinafter referred to as Policy) stipulates the general framework of internal AML/CTF control within
the VTB Group in order to mitigate the above mentioned risks.

When implementing AML/CTF controls VTB Group Companies follow national laws and regulations
and this Policy. National laws and regulations are to be applied if in conflict with any of the provisions
of this Policy.

DEFINITIONS
Parent Bank - JSC VTB Bank;
VTB Group - JSC VTB Bank and financial institutions with JSC VTB

Bank’s participation in their authorized/share capitals
exceeding 50% of the total voting shares/stakes,
which are credit institutions (i.e. entities engaged in
banking business) under applicable legislation of the
country of their incorporation; or financial institutions
(i.e. entities which are not credit institutions and are
engaged in securities trading, insurance business or
any other financial services; as well as management
companies of mutual funds, leasing companies, or
any other entities engaged in financial business) -
“Subsidiary financial institutions”.

Subsidiary banks and Subsidiary financial institutions
are jointly referred to as Subsidiary Companies;

VTB Sub-Holding - A group of companies united by territorial proximity
and/or business specifics, with the participation of the
Subsidiary Company (which is the Head Company of
the Sub-Holding) in their share capital exceeding 50%
of the total voting shares/stakes;

AML/CTF - anti-money laundering/counter terrorist financing;

AML/CTF internal control - Activities performed by VTB Group Companies aimed
at anti-money laundering and counter terrorist
financing;

AML Officer - Anti-Money Laundering Officer — an employee, who is

responsible for implementation of VTB Group
Company’s AML/CTF internal regulative documents
and for the conformity to the national AML/CTF laws
and regulations;

Authorized body - National body (bodies) performing activities aimed at
anti-money laundering and counter terrorist financing
in accordance with the national legislation and
receiving suspicious transactions reports and other
reports sent by a VTB Group Company for compliance
with national AML/CTF laws and regulations;
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Customer

Any individual or entity who seeks to enter or has
already entered into a business relationship, or
conducts a one-off transaction, with a VTB Group
Company, as principal or as an agent for someone
else;

FATF Financial Action Task Force, an intergovernmental
body which sets standards, develops and promotes
policies to combat money laundering and terrorist
financing;

KYC Know Your Customer,;

ML/TF Money laundering which means bringing a legal

appearance to the possession, use or disposal of
amounts of money or other property received as the
result of committing an offence which is defined by the
national legislation and/or terrorist financing;

National laws and regulations

Acts of law and regulations or guidance of national
authorities which regulate/supervise AML/CTF
activities of VTB Group Companies;

VTB Group Management Committee
(VTB GMC)

Permanent collective body responsible for ensuring
coordination along all business lines of VTB Group.
Acting with its powers, VTB GMC aims to improve the
efficiency of the VTB Group management, considers
and makes decisions, concerned development
strategy of the Subsidiary Companies and the VTB
Group as a whole. VTB GMC functions and
procedures are governed by the VTB GMC
Regulation;

Politically Exposed Persons (PEPs)

Individuals who are or have been entrusted with
prominent public functions in a foreign country, for
example Heads of State or of government, senior
politicians, senior government, judicial or military
officials, senior executives of state owned
corporations, important political party officials.

Financial institution

A legal entity, which performs one or several types of
activities, listed in the definition of “financial institution”
term in the glossary to FATF 40 Recommendations.

Dormant account

A bank account on which no transaction has occurred
for 6 months or more.

GENERAL PRINCIPLES AND COORDINATION WITHIN THE VTB GROUP

Wishing to unite their efforts in preventing involvement in money laundering or terrorist financing

activities, VTB Group Companies agree to:

- follow general provisions and approaches in establishing and maintaining AML/CTF internal

control systems mentioned in this Policy,

- tailor their own internal AML/CTF rules and procedures based on national laws and regulations
and unify them (considering restrictions set by national laws) on the basis of VTB Group standards set

by this Policy;

- take mutual actions to mitigate risks relating to money laundering or terrorist financing that
shall be undertaken within each VTB Group Company and VTB Group as a whole;
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- coordinate their efforts when elaborating measures aiming to prevent money laundering or
terrorist financing;

- take part in sharing information in order to spread best practices in establishing and
maintaining AML/CTF internal control;

- assist each other in solving problems relating to the functioning of AML/CTF internal control
system or arising in connection with the implementation of AML/CTF internal control rules on a case by
case basis.

In accordance with the FATF Recommendations the principles used by financial institutions to prevent
money laundering should be also applied to branches and majority owned subsidiaries particularly
those located in countries which do not fully comply with the FATF recommendations, are considered
to have inadequate AML standards, insufficient regulatory supervision or present a greater risk of
corruption, terrorist financing or crime.

REPORTING AND ANALYSIS

In order to ensure adherence to general principles of AML/CTF internal controls within the VTB Group,
to maintain the soundness of AML/CTF system and to assess AML-related risks on a consolidated
basis, VTB Group Companies forward information about the implementation of the AML/CTF rules and
procedures to the Parent Bank quarterly.

Subsidiary Company’s AML Officer is responsible for preparing and forwarding Subsidiary Company’s
reports to the Parent Bank.

The AML Compliance department of the Parent Bank is responsible for analyzing the reports and other
information relating to the functioning of AML/CTF internal controls in the VTB Group Companies and
for preparing consolidated reports to the management of the VTB Group on the effectiveness of the
VTB Group AML/CTF strategy and existing money laundering/terrorist financing risks.

The results of the analysis of the Reports received from Subsidiary Companies and Head Companies
of the Sub-Holdings are annually delivered to VTB Group Management Committee within the
framework of annual reports.

MAIN RESPONSIBILITIES
When establishing and maintaining AML/CTF systems VTB Group Companies presume, that:

- they cannot contract out of their regulatory responsibilities, and therefore they remain
responsible for their AML/CTF systems and controls,

- the responsibility for the establishment and maintenance of effective AML/CTF systems and
controls rests with the senior management of the VTB Group Company, if not provided otherwise by
national laws,

- a VTB Group Company implementing national AML/CTF law should have an AML Officer in its
staff. An AML Officer should be appointed by the VTB Group Company’s senior management decision
or otherwise as stipulated by the local AML/CTF legislation. The Parent Bank is informed about a
newly appointed AML Officer of a VTB Group Company.
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- all staff should be fully aware and understand their legal and regulatory responsibilities and
obligations with regard to money laundering and terrorist financing activities,

- information on the effectiveness of the VTB Group Company’s AML/CTF rules in preventing
money laundering and terrorist financing is regularly presented to the senior management of the VTB
Group Company within the time-frame set by national laws and regulations,

- VTB Group Companies have internal AML/CTF documents approved by the country
supervisory authorities (if necessary), including:
e customer due diligence and monitoring customer’s activities procedures,
e risk management policies and risk profile in relation to money laundering and terrorist financing
and application of those policies,
reporting procedures and data protection clauses,
record keeping provisions,
confidentiality provisions,
staff training procedures,

- the internal AML/CTF documents are regularly revised in order to follow the developments in
national AML/CTF regulations, the emerging of new products and/or other changes in the VTB Group
Company’s business profile.

AML Officer STATUS AND RESPONSIBILITIES

A VTB Group Company implementing national AML/CTF law should ensure the appointment of an
AML Officer with adequate seniority, experience and authority in order to act independently in carrying
out his responsibilities. As a rule, the AML Officer heads the division of the Subsidiary Company, which
is responsible for maintaining and developing the AML/CTF internal system of the Company. AML
Officer can combine AML compliance duties with other responsibilities, if it does not contradict national
legislation. Combining different responsibilities by this employee should not lead to the conflict of
interests and interfere with his making independent decisions on AML/CTF issues.

Companies of the VTB Sub-Holding, which are subject to implementing national AML/CTF legislation,
can delegate performing AML Officer responsibilities to the AML Officer of the VTB Sub-Holding Head
Company, if it does not contradict existing AML/CTF laws and regulations implemented in the country
(territory) of a company’s registration.

The AML Officer is responsible for the VTB Group Company’s compliance with the national AML/CTF
legislation, internal rules and procedures and this Policy as well as for developing AML/CTF internal
rules and procedures and for presenting them to the governance bodies of the VTB Group Company
for approval.

The AML Officer is further responsible for organizing the procedure of reporting to the Authorized body.
It is also his responsibility to respond promptly to any reasoned request for information made by this
body, national supervisory or law enforcement authorities.

The AML Officer reports annually to the senior management of the VTB Group Company on the
effectiveness of the Company’s AML/CTF strategy and existing money laundering/terrorist financing
risks. This information shall also be brought to the notice of the AML Officer of the Parent Bank.
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AML/CTF PROCEDURES
CUSTOMER DUE DILIGENCE

VTB Group Companies take necessary measures to be reasonably satisfied that their customers are
who they say they are, as well as to understand that there is no legal barrier to providing them with the
product or service requested.

VTB Group Companies should take necessary measures to recognize the persons (individuals and
legal entities) to whom financial sanctions of national or international bodies apply in order to refrain
from entering into a business relationship or conducting a one-off transaction with such persons.

The identity of a prospective customer is not verified in cases provided by the national laws and
regulations unless the Company knows or suspects that a proposed relationship or a one-off
transaction involves money laundering or terrorist financing.

VTB Group Companies also take reasonable measures to establish, whether the customer is acting for
another person or entity and to identify persons to whose advantage the customer acts, except in
situations specifically exempted by national laws and regulations.

VTB Group Companies do not open accounts for anonymous customers.

Satisfactory identification of the customer takes place as soon as reasonably practicable after first
contact between the Company and the customer. Business could be conducted before satisfactory
identification evidence has been obtained only in exceptional cases allowed by national laws or
regulations and approved by the management of the VTB Group Company as appropriate. In such
circumstances, Company’s risk management procedures require controls to be placed over the extent
of the relationship entered into, or any funds held under the relationship, until verification has been
completed.

In identifying a customer, the Company obtains a range of information from the customer and verifies
this information (or some of it) through the use of reliable, independent source documents, data or
information.

Identification requirements for new personal customers

In identifying an individual, the Company obtains the following information:

- full name,

- residential address,

- date and place of birth,

- identification documents,

- other information required by national laws and regulations.

The obtained information is verified either on the basis of a document (documents) produced by the
customer, or electronically by the Company (if such a possibility exists under national regulations), or
by a combination of both. Where business is conducted face-to-face, the Company employees have to
require originals of any documents involved in the verification and takes copies (where possible).

Where it is not possible to take copies of original documents, a file note is made confirming what
original documents were sighted to evidence the customers’ identity.
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Documentary verification of customer’s identity is accomplished only on the basis of documents
considered as evidences of identity by national laws and regulations.

If identity is verified electronically, this should be on the basis of the customer’s full name, date of birth
and other criteria, set by national laws and regulations.

Politically Exposed Persons (PEPs)

As regards Politically Exposed Persons, in addition to the standard evidence obtained about an
individual VTB Group Companies:

- determine, using a risk-based approach, whether a customer is a PEP;

- obtain appropriate senior management approval for establishing or maintaining business
relationships with such customers;

- take reasonable measures to establish the source of wealth and source of funds of such
customers; and

- conduct enhanced ongoing monitoring of the financial activities of a PEP.

It is recommended to accept those individuals who belong to the category of politically exposed
persons as customers upon the receipt of the Company's management approval. The Company’s
management can delegate the decision-making on this issue to the level of the Head of the Company’s
division, which will service a PEP, or to the AML Officer, provided that this is allowed by the national
law.

New and existing customers may not initially meet the definition of a PEP. VTB Group Companies
should, as far as practicable, be alert to public information relating to possible changes in the status of
its customers with regard to political exposure.

Identification requirements for corporate customers

VTB Group Companies take necessary measures to ensure that they fully understand the corporate
customer’s legal form, structure and ownership, and obtain sufficient additional information on the
nature of the company’s business, and the reasons for seeking the product or service.

VTB Group Companies obtain the following information in relation to the legal entity concerned:

- full name,

- registered number,

- registered address in country of incorporation,

- business address, place of central management and administration,

- tax identification number,

- list of administrative bodies and all directors (or equivalent),

- other information required by national laws and regulations.
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It is a part of the VTB Group Company’s procedures to know the names of all beneficial owners of non-
personal customers holding 20% of capital or more. However, if national laws and regulations require
to identify beneficial owners holding less than 20% or the VTB Group Company’s assessment of the
money laundering or terrorist financing risk presented by the customer is high, it may be decided to
verify the identities of beneficial owners holding less than 20%.

Corporate customers that are listed on a regulated market are publicly owned and generally
accountable. After satisfying itself that the customer is a publicly quoted company, there is no need of
further steps to verify identity of the customer over and above obtaining the standard evidence
mentioned above, if national laws and regulations permit so.

VTB Group Companies have to verify the identity of the intermediary and, if the intermediary acts for
another, the identity of the underlying customer with the exceptions (if any) made by national
regulations.

For operational purposes, the Company should have a list of those authorized to give instructions for
the movement of funds or assets, along with an appropriate instrument authorizing one or more
directors (or equivalent) to give the Company such instructions. The identities of individual signatories
need only be verified on a risk-based approach unless the national laws and regulations provide that all
authorized signatories should be identified.

Identification requirements for trusts, foundations and similar entities

In addition to the standard evidence obtained about corporate customers VTB Group Companies
obtain the following information in respect of trusts, foundations and similar entities:

- nature and purpose of the trust, foundation or similar entity,

- country of establishment,

- name and address of any protector or controller,

- other information required by national laws and regulations.

VTB Group Companies identify all trustees, settlors, founders, beneficiaries and other persons who
have authority to operate an account or to give the VTB Group Company instructions concerning the
use or transfer of funds or assets following the identification procedure for individuals or legal entities

as the case may be.

VTB Group Companies take appropriate steps to be reasonably satisfied that the person the Company
deals with is properly authorized by the customer and is who he says he is.

Identification requirements for financial institutions

When establishing correspondent relations with financial institution the following elements are
considered to be appropriate:

- full name and registration details (registered number and date of registration),
- the jurisdiction where the financial institution is incorporated (headquartered) and where its

operating unit wishing to maintain the relationship with the VTB Group Company conducts its business,
registered and business addresses,
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- the legal form, ownership and executive management of the financial institution (including
information about existence of any PEP in the executive management or ownership structure),

- the types of financial products and services the financial institution is offering and the markets
these products and services are offered to,

- the types of products and services the financial institution wishes to obtain by establishing
correspondent relations,

- general information about the financial institution’s history,
- AML/CTF measures applied by the financial institution.

Unless national laws and regulations as well as internal procedures of the VTB Group Company
provide otherwise, before establishing a relationship with a financial institution the Company forwards
AML Questionnaire to a financial institution where the risk assessment of money laundering for the
financial institution or country where that financial institution is domiciled is considered high. VTB
Group Companies use the Questionnaire form as per Appendix to this Policy, which can be amended
by additional questions and provisions. As a supplementary tool in obtaining information on a financial
institution the use of Due Diligence Repository of Banker's Alimanac (www.bankersalmanac.com) is
recommended.

VTB Group Companies shall not establish correspondent relationships with financial institutions that
have no AML/CTF controls. This rule applies to foreign financial institutions incorporated in Non
Cooperative Countries and Territories defined by FATF.

VTB Group Companies shall not establish relationships with shell banks or with institutions acting on
their behalf.

If a financial institution obtaining correspondent banking services provides itself such services to other
financial institutions, reasonable steps shall be taken to understand the business of financial
institutions which receive such services from the customer financial institution.

The detailed identification and verification procedures for new financial institutions may vary depending
on the country of incorporation of the financial institution, if national laws and regulations permit so.
However, as a general rule, VTB Group Companies shall have documentary evidence of:

- the existence of the institutions they intend to establish relationships with,

- a license or other evidence, which confirms that the institution is centrally regulated/supervised
in the home country by the regulatory body,

- any other information as required by national laws and regulations.

Further information about the non-bank customer

In order to exercise a risk-based approach more thoroughly, it is recommended that additional
information is obtained to the standard evidence which is obtained for the verification of the customer’s
identity, including some or all of the following:

- nature and details of the business/occupation/employment;

- record of changes of address;
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- the expected source and origin of the funds to be used in the relationship;

- whether the expected business be transacted for own or not only for own account (fiduciary
business),

- initial and ongoing source(s) of wealth or income (particularly within a private banking or wealth
management relationship);

- copies of recent and current financial statements;

- the relationship between signatories and beneficial owners;

- the anticipated level and nature of the activity that is to be undertaken through the relationship;
- the purpose and reason for opening the account or establishing the relationship.

In practice, under a risk-based approach, it is not appropriate to know customers equally well,
regardless of the purpose, use, value, etc., of the product or service provided. VTB Group Companies’
information demands need to be proportionate, appropriate and discriminative.

VTB Group Companies should hold a fuller set of information in respect of those customers, or
class/category of customers, assessed as carrying a higher money laundering or terrorist financing
risk, as well as of those who seek a product or service carrying a higher risk of being used for money
laundering or terrorist financing purposes.

Updating customer files

It is strongly recommended within the VTB Group, that VTB Group Companies take steps to ensure
that they hold appropriate up-to-date information on their customers. In order to keep the information
about customers up to date, the VTB Group Companies review and update existing customer records
not less frequently than once every three years. The review and updating for high-risk customers is
performed at least once a year. In addition, a review and update of the customer’s records could be
performed, if considered necessary, when a transaction of significance takes place (i.e. renewal of
facilities, opening of a new account), or when any changes occur in customer’s regulatory status,
ownership structure, risk profile, etc.

MONITORING CUSTOMER ACTIVITY

Having regard to:

- the general requirement to establish appropriate procedures of internal control for the purposes
of forestalling and preventing money laundering/terrorist financing and

- the requirement to report knowledge or suspicion of possible money laundering/terrorist
financing and to report cases falling under mandatory control transactions (in some jurisdictions),
VTB Group Companies establish and maintain an appropriate approach to enable them to detect
transactions or activity that may raise suspicions for money laundering or terrorist financing as well as
to detect mandatory control transactions (in appropriate jurisdictions).

In addition to carrying out customer due diligence and exercising KYC policies, VTB Group
Companies monitor customer activity with a view to identify, during the course of a relationship,
unusual activity. If unusual events cannot be rationally explained, they may involve money laundering
or terrorist financing. Monitoring customer activity and transactions throughout a relationship helps to
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give greater assurance that the Company is not being used for purposes of money laundering or
terrorist financing.

The essentials of any system of monitoring are that:
- it flags up transactions and/or activities for further examination;

- the reports on these transactions and/or activities are reviewed promptly by the authorized
person(s); and

- appropriate action is taken if the findings of such further examination so warrant.
Monitoring can be executed:

- in real time, in that transactions and/or activities can be reviewed as they take place or are
about to take place, or

- after the event, through some independent review of the transactions and/or activities that a
customer has undertaken.

In both cases, unusual transactions or activities are flagged for further examination.

The monitoring procedures include types of customer’s transactions, the profile of the customer,
comparison of the customer’s activity and profile with that of a similar, peer group of customers.

It is also recommended, that VTB Group Companies have systems and procedures to deal with
customers who have not had contact with the Company for some time, in circumstances where regular
contact might be expected, and with dormant accounts or relationships, in order to be able to identify
future reactivation and possible unauthorized use.

In designing monitoring arrangements, it is important that appropriate account be taken of the
frequency, volume, size and character of transactions with customers, in the context of the assessed
customer and product risk.

Monitoring systems can be manual and/or automated. However, it is essential to keep the staff of VTB
Group Companies alert, since such factors as staff intuition, direct exposure to a customer face-to-face
or on the telephone, and the ability, through practical experience, to recognize transactions that do not
seem to make sense for that customer, cannot be automated.

RISK-BASED APPROACH

By implementing a reasonably designed risk-based approach, VTB Group Companies identify the
criteria to measure and mitigate potential money laundering and terrorist financing risks.

To assist the overall objective to prevent money laundering and terrorist financing through VTB Group,
a risk-based approach:

- recognizes that the money laundering/terrorist financing threat varies across customers,
jurisdictions, products and delivery channels;

- allows management to differentiate between their customers in a way that matches the risk in
their particular business;
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- allows senior management to apply its own approach to the Company’s procedures, systems
and controls and arrangements in particular circumstances; and

- helps to produce a more cost effective AML/CTF system.
A risk-based approach takes a number, or all, of the following steps in assessing the most cost
effective and proportionate way to manage and mitigate the money laundering and terrorist financing

risks faced by the Company:

- identify and assess the money laundering and terrorist financing risks that are relevant to the
Company;

- design and implement controls to manage and mitigate the assessed risks;
- monitor and improve the effective operation of these controls.

In identifying and assessing the above mentioned risks, the VTB Group Companies determine and use
their own procedures and criteria considering that the general trends of assessment include:

- customer base;

- products and services offered by the Company;
- delivery channels used by the Company;

- geographical areas of the Company’s operation.

As regards money laundering and terrorist financing, managing and mitigating the risks will involve
measures:

- to verify the customer’s identity;

to collect additional KYC information about the customer, and

- to monitor his transactions and activity, to determine whether there are reasonable grounds for
knowing or suspecting that money laundering or terrorist financing may be taking place.

VTB Group Companies decide, on the basis of their assessments of the risks posed by different
customer/product combinations, the level of verification that is applied at each level of risk presented
by the customer. Consideration is given to all the information gathered about a customer, as part of the
normal business and vetting processes. Consideration of the overall information held may alter the risk
profile of the customer. Certain jurisdictions are recognized internationally as having inadequate Anti-
Money Laundering standards, lacking regulatory supervision or presenting a greater risk of corruption,
crime or terrorist financing. Others, such as many members of FATF, have more robust regulatory
environments, which present lower risks.

To assess that risk mitigation procedures and controls are working effectively, the VTB Group
Companies’ internal AML/CTF procedures will need to be kept under regular review with the following
aspects to consider:

- appropriate procedures to identify changes in customer characteristics, which come to light in
the normal course of business;
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- reviewing ways in which different products and services may be used for money
laundering/terrorist financing purposes, and how these ways may change;

- adequacy of staff training and awareness;

- monitoring compliance arrangements (such as internal audit/quality assurance processes or
external review);

- the balance between technology-based and people-based monitoring and assessing systems;
- capturing appropriate management information;

- upward reporting and responsibility;

- effectiveness of liaison between AML Compliance department of the Company and other
Company departments; and

- effectiveness of the liaison with regulatory, supervisory and law enforcement agencies.

Risk management generally shall be regarded as a continuous process, carried out on a dynamic
basis. VTB Group Companies therefore ensure that their risk management processes for managing
money laundering and terrorist financing risks are kept under regular review. It is recommended that
the Companies revisit their assessments at least annually. Details of the assessment and any resulting
changes should be included in the AML Officer’'s annual AML/CTF report.

REPORTING PROCEDURES

There are two types of transactions, which are to be reported to the Authorized body:

- transactions subject to mandatory control according to national laws and regulations, and

- transactions and activities, in respect to which knowledge, suspicion, or reasonable grounds
for knowledge or suspicion exist, that a person is engaged in money laundering, or terrorist financing.

Following the differences in national legislations, VTB Group Companies have dissimilar scope of
responsibilities with regard to reporting transactions and activities.

However, the following core obligations are part of reporting procedures of all the VTB Group
Companies:

- all staff participates in raising information about transactions, which are subject to reporting
procedures,

- the Company’s AML Officer considers all internal reports on transactions subject to reporting
procedures,

- the Company’s AML Officer makes an external report to the Authorized body within the period
of time stipulated by the law, or as soon as it is practicable, if there are no special provisions in national
legislation,

- suspicious approaches are also reported, even if no transaction takes place,

- all actions in respect of transactions subject to reporting procedures are to be documented and
retained under regular review,
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- the details of transactions which are subject to reporting procedures and all correspondence
exchanged with the authorities in relation to these transactions are documented,

- the external reports to the Authorized body should contain as much information about the
customer, transaction or activity as is determined by national laws and regulations.

CONFIDENTIALITY

The information about customers and their transactions obtained in the course of fulfilling AML/CTF
internal control is considered as confidential.

The employees of VTB Group Companies should not disclose to other persons the AML/CTF ways and
means implemented by the Company.

The “tipping off” is strictly prohibited.

RECORDS KEEPING

VTB Group Companies keep records, including:

- customer information,

- transactions,

- internal and external reports about suspicious and mandatory control transactions,

- AML Officer annual (and other) reports,

- information not acted upon,

- training and information about the effectiveness of training, containing, in particular:

o dates AML/CTF trainings were given,

. the nature of the training,

. the names of the staff who received training; and

. the results of the tests undertaken by staff, where appropriate,

- compliance monitoring containing, in particular:

. reports by the AML Officer to senior management; and

. records of consideration of those reports and of any action taken as a consequence.
Records concerning customer identification and transactions are kept as evidence of the work that the
Companies have undertaken in compliance with their legal and regulatory obligations, as well as for

use as evidence in any investigation conducted by law enforcement.

Records of identification evidence are kept for a minimum period of five years after the relationship with
the customer has ended unless the national laws and regulations provide for a longer period.

The date the relationship with the customer ends is the following date:
- a one-off transaction, or the last in a series of linked transactions, is carried out; or

- the business relationship ended, including the date of closing the account (accounts).

THE VTB GROUP CONSOLIDATED POLICY 15
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Records of all transactions reported to the Authorized body are kept for a minimum period of five years
from the date of the transaction unless the national laws and regulations provide for a longer period.

Records of all internal and external reports are retained for a minimum of five years from the date the
report was made unless the national laws and regulations provide for a longer period.

Besides, VTB Group Companies make and retain records of actions taken under the internal and
external reporting requirements. When the AML Officer has considered information or other material
concerning possible money laundering or terrorist financing, but has not made a report to the
Authorized body, a record of the material that had been considered is kept as well.

TRAINING OF PERSONNEL

One of the most important controls over the prevention and detection of money laundering or terrorist
financing is to have staff who are alert to the risks of money laundering/terrorist financing and well
trained in the identification of mandatory control transactions and unusual activities or transactions
which may prove to be suspicious.

Therefore, VTB Group Companies relevant staff should be given appropriate training in order to be
aware of:

- the legislation relating to money laundering and terrorist financing,

- the documents relating to the prevention of money laundering and terrorist financing issued by
regulating and supervising authorities,

- the Company’s policies and procedures of internal control in relation to the prevention of
money laundering and terrorist financing,

- the potential effect on the whole VTB Group, VTB Group Company, its employees personally
and on its customers, if any breach of the AML/CTF rules,

- their responsibilities in connection with the prevention of money laundering and terrorist
financing, including those for obtaining sufficient evidence of identity, recognizing and reporting
knowledge or suspicion of money laundering or terrorist financing, etc,

- the identity and responsibilities of the AML Officer.

It is recommended that VTB Group Companies’ relevant staff and in particular employees engaged in
customer acceptance, customer servicing, or in settlements receive training at least once a year.
Following national laws and regulations, the circle of employees being trained may be broadened.

Extra trainings are given, if AML/CTF laws and regulations or the Company’s policies and procedures
in relation to the prevention of money laundering and terrorist financing have materially changed.

Relevant employees are trained in what they need to know in order to carry out their particular role.
Staff involved in customer acceptance, in customer servicing, or in settlement functions need different
training, tailored to their particular function. This may involve making them aware of the importance of
the KYC requirements for money laundering prevention purposes, and of the respective importance of
customer identification procedures, obtaining additional KYC information and monitoring customer
activity.

The necessity of AML/CTF training is considered as well where staff moves between jobs, or change
responsibilities.

THE VTB GROUP CONSOLIDATED POLICY 16
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CLOSING PROVISIONS

This Policy is subject to approval of the VTB Group Management Committee. After this Policy is
approved by the VTB GMC VTB Group Companies shall use its provisions, which do not contradict
with their national laws and regulations, for tailoring and improving their AML/CTF internal control rules.

This Policy is done in Russian and English. In case of divergent interpretation the Russian text shall
prevail.

THE VTB GROUP CONSOLIDATED POLICY 17
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Appendix
Questionnaire / BonpocHuUkK
(to be filled by banks) /(3anonH;|eTc;| 6aHkamu)
I. Bank’s Profile / Mpodunb 6aHka
1.1.  Full registered legal name / MNonHoe D
HavMeHoBaHue
1.2 Short name / KpaTtkoe HanmeHoBaHue
1.3. Legal form / OpraHusaunoHHo-npaBoBas D
dopma
1.4. Registration number / NocygapcTBeHHbIN D
perncTpaumoHHbI HoMep
1.5, Date of registration / lata peructpaumu
1.6.  Main state registration number (MSRN)* / OcHoBHoWM
rocyapCTBEHHbIN perncTpaumnoHHbii Homep (OPH) D
*For legal entities incorporated in the RF/
[nsa opeaHu3ayul, 3apeaucmpuposaHHbIX 8 PO
1.7 Date of MSRN assignment / Jata npuceoeHunst OI'PH
1.8.  Registration body /OpraH rocygapcreeHHom D
perucrpaumu
1.9, Place of registration / MecTto peructpauum
1.10. Tax identification number / UHH (K1O)
1.11. Registered address / Agpec mecta D
HaxoXxaeHust (MecTa permcTpaumm)
1.12. Business address / Agpec aktnyeckoro D
MecTa HaxoXxaeHus
1.13. Correspondence address / [lo4ToBbLIN D
agpec
1.14. Telephone and fax numbers, e-mail /
Homepa TenedoHos, dakcos, agpec D
ANEKTPOHHON NOYThI
1.15. Type of banking license / Bug
NMLEH3MN Ha oCyLLeCTBNeHne D
©aHKOBCKMX onepauui
1.16 | icense number / Homep nuueHaun
1.17. Date of issue of the license / [laTta D
BblOauu NnLEH3MM
THE VTB GROUP CONSOLIDATED POLICY 18
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1.18. SWIFT,TELEX / CBU®GT, Tenekc

1.19. Banking identification code / BUK

1.20. || Registered and paid-in capital / BenuuunHa
3aperMcTpMpoBaHHOro M OMNyIa4YeHHOro YCTaBHOMO D

(cknagoyHoro) KanuTana unu yctaBHoro ooHaa,

nmyLLecTBa

1.21. || Codes of state statistics monitoring (if any) / Kogbl doopm
dheiepanbHOro rocyjapCTBEHHOro CTaTUCTUYECKOro D
HabntogeHusa (OKIMNO, OKB3M, OKATO, OKOI'Y)

1.22. Please, provide information about your management bodies and mark M those of them, which are
present at your place of registration / YkaxuTte, noxanyincra, ceegeHus 06 opraHax ynpasneHus Bawen
opranusauum 1 otmetbTe V] opraH (opraHbl), PUCYTCTBYIOLLME MO MECTY HaXOXAEH!S (MECTy
rocygapcTBeHHoOW peructpaumm) Bawen opraHm3saumm:

1.22.1. Management body / OpraH ynpasneHus Surname, first name(s) / ®amunusa, ums, Date of
OT4eCTBO (ecnun nveeTcs) birth/IfgaTa
poxaeHus

1.22.2. | General meeting / O6Liee cobpaHue

1.22.3. | Supervisory Council )/ CoBeT anpekTopos
(HabnogaTtenbHbin CoBeT

1.22.4 | Chief executive officer (or equivalent) /
PykoeoaguTens —

1.22.5. | Board of directors / [paBneHue (anpexkuns)

1.22.6. | Other persons authorized to act on behalf of
your company / Hble nuua, nmetoLme npaso o
JencTBoBaTb OT MMeHU Baliewn opraHnsauum
06e3 [oBEpPEHHOCTH

1.23. Please, provide information about your representative, who is authorised to enter into the agreement with
us on behalf of your Bank / YkaxuTe, noxanyncra, cBeeHnss 0 npeacrtaButene KpeguTHOW opraHusauum,
YNONTHOMOYEHHOM YCTaHaBMMBaTb 4OrOBOPHbLIE OTHOLLEHUS:

1.23.1. Surname, name(s) /®amunus, UMsi, 0T4ECTBO (ecnun u
nmeetcs):
1.23.2.  Date and place of birth / [JaTa n MeCTO pOKAEHUS: D

1.23.3. Nationality (citizenship) / 'paxgaHcTBO (NOAAAHCTBO):

1.23.4. Residence address / Agpec mecTta xuTenbcrea
(peructpaumn): —

1.23.5. Contact address / Agpec mecTta npebbiBaHus:
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1.23.6. Identity Paper (Passport or other document (specify), serial number,
validity) / CBEI@HNS1 O [JOKYMEHTE, YA0CTOBEPSAIOLLEM
NUYHOCTb (HanMeHoBaH1e, Cepusi U HOMep, KeM BbiaH (C
ykasaHueM kofa nogpasaeneHus (ecnv umeercs)), AaTa Bblaadn,
CpOK AeNCTBUS):

1.23.7. Position / Mecto paboTbl 1 3aHUMaeMas LOMKHOCTb:

1.23.8. Tax identification number (if any) / UHH (npn Hanu4uum):

1.23.9. Telephone and fax numbers, e-mail address / TenedoH,
dakc, agpec aNeKTPOHHOM MOYThI:

1.23.10  Migration card (number of the card, date of arrival and
date of departure) / MurpaumoHHas kapta (Homep
KapTbl, aTa Ha4yana u gata oKoH4YaHusi NpebbiBaHWs)
(for foreign citizens and stateless persons staying in
Russia/ ana nHocTpaHHbIX rpaxgaH n nuy, 6e3
rpaXkgaHcTBa, Haxoaawmxcsa Ha Tepputopum PO)

[ N | O B

1.23.11.  Visa, residence permit or other document permitting to
stay (reside) in the Russian Federation (serial (if any)
and number of the document, the date of
commencement and the date of expiry of permission to
stay in Russia) / [lokymeHT, noaTBepaatoLLmi NpaBo Ha
npebbiBaHne (MpoxusBaHue) B PO (cepus (ecnu
“MeeTcs) U HoMep JOKyMeHTa, jaTa Havana v garta
OKOHYaHWsA Cpoka AencTBMA NpaBa NpebbiBaHMSA
(npoxxuBaHus))

(for foreign citizens and stateless persons /0ns
UHOCMpaHHbIX epaxdaH u nuy, be3 epaxdaHcmea,
Haxodsuuxcsi Ha meppumopuu P®)

[ ]

1.24. Please, provide information about the persons, who are authorized to dispose of funds on your
accounts / YkaxuTe, noxanyncra, cBe4eHusi 0 nuuax, UMeLoLLMX NpaBo pacnopsiXxaTbCs AeHEXHbIMU
cpencTeamu Ha cyéTe (BO Bknage) Bawwewn opraHusaumu:

1.24.1. Surname, name(s) / ®amunus, ums, oT4ecTBo (ecnm D
nmeercs):
1.24.2. Date and place of birth / [lata n mecto poxaeHus: D

1.24.3. Nationality (citizenship)/ I'paxgaHcTBO (NO4AAHCTBO): u
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1.24.4.

1.24.5.

1.24.6.

1.24.7.

1.24.8.

1.24.9.

1.24.10.

1.24.11.

Residence address / Agpec mecTta xuTenbcrea
(peructpauun):

Contact address / Aopec mecTta npebbiBaHuS:

Identity Paper (Passport or other document (specify), serial number,
validity)) CBeeHus 0 OOKYyMeHTe, yaoCTOBepALLEM

NIMYHOCTb (HanmeHoBaHWe, cepus U HoMep, KeM BblAaH (C
ykasaHueM koda noppasgeneHus (ecnv nveetcsl)), AaTa
BblJaun, CPOK 4ENCTBUS):

Position / MecTto paboTkl 1 3aHMMaeMasi 4OMKHOCTb:

Tax identification number (if any)/ MHH (npu
Hanu4umm):

Telephone and fax numbers, e-mail address /
TenedoH, dakc, agpec aNeKTPOHHOM MOYThI:

Migration card (number of the card, date of arrival and
date of departure)/ MuepayuoHHasi kapma (Homep
Kapmbl, 0ama Hayvasa U 0ama OKOHYaHUsI
npebbigaHus)

(for foreign citizens and stateless persons staying in
Russia / 4ns MHOCTpaHHbIX rpaxkaaH u nuu, 6e3
rpaxgaHcTBa, Haxoadwmxca Ha Tepputopun PO)

Visa, residence permit or other document permitting to
stay (reside) in the Russian Federation (serial (if any)
and number of the document, the date of
commencement and the date of expiry of permission
to stay in Russia)/ JokymeHm, nodmeepxdarouuti
npaeso Ha npebbigaHue (npoxueaHue) 8 PO (cepus
(ecnu umeemcsi) u Homep doKymMeHma, 0ama Havarna
u 0ama OKOHYaHUs1 cpoka Oelicmeus rpasa
npebbisaHus (MpoxueaHusi))

(for foreign citizens and stateless persons / ons
WHOCTpPaHHbIX rpaxaaH v nuuy 6e3 rpaxaaHcTBa,
HaxoasLWMXCcst Ha TeppuTopumn PO)

21
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1.25. Please, provide information about shareholders and beneficial owners holding 10% or more / Ykaxurte,
noxanyincta, ceegeHusi o6 akumoHepax (y4acTHUKax) u 6eHedumLmapHbIx Bnagenblax, BnageoLlmx akuusmm
(monsmu yyactus) B pasvepe 10% un Gonee.

Name of Tax identification Main type of | Name, date and place of | Residence address and
shareholder and number and place of || activity / birth of beneficial owner, | main type of activity of
percentage of incorporation OcHoBHoW % of shareholding / shareholding / Aapec
shareholding (%)/ (residence), full BUA ®UO, gata n mecto MECTa XUTENbCTBA U
HanmeHoBaHue address / UHH (KMO) | peatenbHOCT | | poxgeHus poA 3aHATUN
aKuuoHepa 1 agpec mecTa " 6eHedmLMapHoro 6eHeduLmapHoro
(yyacTHuka) un ero HaxoXaeHuUs Brnagensua, gons Bnagenbua
[ons B KanuTane yyactus (%)
(%)
257 | [ | |
252 | | — | |
255 | | ] | \
=54 | H ] | \
255 | | — | |
|

%58 H H H H

1.26. Which institutions are your major correspondents and counterparts?/ Ykaxute, noxanyncra, Bawmx
OCHOBHbIX KOppeCcnoHAEeHTOB N KOHTpareHToB

Name of company / HaumeHoBaHue Place of incorporation (country, city) / Mecto
HaxoxaeHus (cTpaHa, ropoa)
’ 1.26.1 H H ‘
‘ 1.26.2 H H ‘
‘1.26.3. H H ‘
’1.26.4. H H ‘

‘1.26.5. H H

1.27. Do your services include e-banking and/or Internet-banking? / icnonb3ayeT nu Baw 6aHk aneKTpOHHbIE
n/vnn VIHTEpHET - TEXHONOrMN Npu NpeaoCcTaBneHnn CBOUX ycnyr?

D Yes / [a DNO/ Het

1.28. Do you have a physical presence by way of real address and management bodies in the country of
registration? / UmeeT nu Baw 6aHK NOCTOSIHHBIA agpec U opraHbl ynpaBnieHus B rocyaapcTee perncrpaumm’?

D Yes / [a D No/ Het

1.29. Is your Bank a branch or a subsidiary of another institution? / fiBnsetca nu Bawa kpegntHas
opraHu3auusi punmnanom, 4OYEPHUM NN 3aBUCUMbIM 0BLLECTBOM?

D Yes / [da D No / Het
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1.29.1. Is your institution a branch of a bank? / ABnsieTecb nu Bbl hunranom kpeamTHON opraHusaunmn?

D Yes / [da D No / HeTt

1.29.2. If yes, please, give the name and address of the head (parent) company / Ecnu ga, HasoBuTe,
noxanymncra, ronoBHY0 OpraHM3aumio 1 yKaxnTe agpec eé Mecta HaxoXaeHus (permctpaumm).

1.30. Does your Bank have branches, subsidiaries, affiliates and representative offices? / UmeeTt nn Bawa
KpeauTHas opraHusaums ounuansl 1 NpeacTaBUTENbCTBA, JOYEPHME U 3aBUCUMMbIE 0bLLecTBa?

D Yes / [da D No / HeTt

If yes, specify them / Ecnu ga, ykaxute umx:

Name of the company | | Place of incorporation (full Surname, name(s) of || Banks, where accounts
and its main type of address) / Mecto CEO /MO are opened /
activities / HaxoxaeHus (perncrtpauuu) | pykoBogutens O6cnyxuBatoLlme
HaumeHoBaHue 1 (monHbIN agpec) B6aHkm
OCHOBHOW BUA
AesTensHoCTH
1.30.1.
202 | | | |
| | | |
304]] | | | |
1.30.5.

1.31. Please, describe (in general) your Bank’s history, business reputation and market share / Onuwure (8
obLem) ncrtopuio Baluen opraHusaumm, AenOBYO penyTaumio U CEKTOP pbiHKA:

Il. AML/CTF Controls / lfpomueodelicmeue nezanusayuu 6oxodoe, nosly4eHHbIX npecmynHbIM
nymém, u gpuHaHcUpPoeaHU0 meppopu3Ma.

2.1. Are banks in your home country subject to laws tailored to counter money laundering and terrorism
finance? / AsnsatoTca nn 6aHkm B Bawen ctpaHe cybbekTamm UCNOMNHEHNst 3akoHOAaTeNbCTBa O
NpoOTUBOAENCTBUM neranmsaumm (OTMbIBaHMIO) OXOA0B, NOMYYEHHbIX NPECTYMHbIM NYTEM, 1
hbrHaHCUPOBaHUO Teppopusma?

Yes/ [la D No/ Het
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2.1.1. If yes, please, outline laws, rules and standards tailored in your country to prevent money laundering
and terrorism financing / Ecnu aa, To ykaxurte, noxanymncra, 3akoHoaaTenbHble Y MHble HOPMAaTWBHbIE aKTbl
B o6nactn MNOO/®T, npuHaTble B Bawwew cTpaHe:

| |
| |
| |

2.2. Is your Bank subject to supervision for its anti-money laundering and terrorist financing practices by a
State Supervisory/Regulatory Authority? / OcyLiecTBnseT nm kakon-nmbo rocygapCTBEHHbIN
HaA30PHbIA/pErynupyoLLmnii opraH Hag3op 3a npumeHeHnem Bawum 6aHkom TpeboBaHuin B obnactu
nop/eT?

D Yes/ [a D No/ Het

2.2.1. If yes, please state full name and address of your Supervisory/Regulatory Authority / Ecnu ga,
noxxanyincTa, yKaxute nosfiHoe HaMMeHoBaHWe 1 agpec Baluero Hag30pHOro/perynupyoLLero opraHa:

2.3. Has your Bank established internal policies, procedures and controls to ensure compliance with the
obligations under the existing national legislation and regulations on prevention of money laundering and
terrorism financing? / Paspa6oTaHbl N1 B Bawem 6aHke npaBuna BHYTPEHHENO KOHTPOSS B LENsx
NpoTMBOAENCTBMUS Nneranusaumm (OTMbIBaHUIO) JOXOA0B, NOMYyYEeHHbIX NPECTYMHbIM NYTEM, 1
chrMHaHCUpPOBaHMIO TeppopM3Ma U NPorpamMmbl Ero OCYLLECTBMEHUS B COOTBETCTBUM € TpeboBaHUsiMu
HaLMOHanbHbIX 3aKOHOA4ATENbHbLIX U MHBIX HOPMATUBHbIX aKTOB?

Yes/ [a D No/ Het
If yes, please, outline them / Ecnun aa, ykaxuTe nx, noxanymncra:

Title of internal AML/CTF act / Date of last approval by ||Supervisory authority / HanmeHoBaHne
HanmeHoBaHWe HOpMaTUBHOIO akTa ||supervisory authority (if | Hag3opHoro opraHa

provided by national
legislation) / [laTa
nocrnegHero
corrnacosaHusi ¢

HaA30pHbIM OpraHom
(ecnv npegycMoTpeHo
HaLMOHanbHbLIM
3aKOHOAATENbCTBOM)

231 | | I |
232 | | | |

2.4, Has your Bank established the following procedures? / PaspaboTtaHbl nu B Bawewm 6aHke cneaytowime
npoueaypbI?

2.4.1. ||“Know Your Customer” procedures including customer and
beneficiaries identification procedures / UaeHTudpmkaumm
KNWEHTOB, YCTAHOBMEHMSA 1 MASHTUMUKaLMN D yes /na D no/ Het
BbIrofONpuoBpeTaTenem, Udy4eHns KNUeHToB 1
koHTpareHToB baHka.
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Do your procedures include / Bkntovatot nv npouenypsbl Bawero 6aHka:

2.4.2.

A Providing full details of the ordering customer (account
number, name, full address) when fulfilling payment
orders / NpenocTaBneHne NonHbIX CBEAEHWUI O
npukasogarerne (HoMmep cyeTa, MMs/HaMMeHoBaHue,
MONHBIA agpec) Npu BbINOMHEHUN NEPEBOAOB.

2.4.3.

A Identifying “walk-ins” (persons that do not have accounts
with the bank) by passport/ID card when accepting cash
payments and retaining a copy of this document in the
bank / geHTudpmkauyuio nuua, He MMetoLLEero cyéTa B
HaHKe, NpyU cCoBepLUEHUM UM OMNepaLn C HANMUYHbIMK
OEHEXHbIMU CPeACTBaMU Ha OCHOBE €ro
nacnopTta/gpyroro 4OKyMeHTa, y4oCTOBEPSIOLLErO
FNIMYHOCTb, @ TaKkKe XpaHEeHUe KOMMU 3TOro JOKYMEHTa B
HaHke.

244,

Checking information about the customers and their
transactions / MNpoBepku nHdopMauum o knmeHTax baHka n
coBepLIaeMbIX UMW onepaLmsix

245.

Revealing transactions subject to AML/CTF legislation /
BbisiBneHns onepaumn, NpeaycMoTPeHHbIX
3akoHopatenscTeom o MNOO/dT

24.6.

Documenting the revealed information and reporting
transactions according to national AML/CTF legislation to the
authorized body / [lokymeHTanbHOro oMkCcMpoBaHus n
npeacTaBneHns cBefeHui, NpegyCMOTPEHHbIX
HaUWoHarnbHbIM 3akoHoaaTenscTeom o NO4/PT, B
YNONHOMOYEHHbIN opraH

24.7.

Records keeping / XpaHeHuns1 4OKYMEHTOB 1 nHopmauum

24.8.

Confidentiality procedures / O6ecnevenus
KOHbmaeHUnanbHoOCTM nHdopMaLmnm

2.4.9.

Training of personnel in AML/CTF / O6y4eHusa nepcoHana no
sonpocam MNOL/®T

Dyes/p,a

D yes, in all cases /

Aa, BO BCeX cny4yaax

D yes, if amount

exceeds / aa, ecnn
cymMma npesblllaeT

Dno/HeT
DHO/HGT

DHO/HGT
DHO/HGT

Dno/HeT
Dno/HeT

DI’IO/HeT
DI’IO/HeT

2.5. Has your Bank developed standard forms to document information about customers? / PazpaboTaHbl
nv B Bawem 6aHke aHKeTbl KITMEHTOB?

D Yes/[la

D No / Het

2.6. Do you have a risk focused assessment of your customers? / OueHnaeTcsa nu B Bawem 6aHke puck
OCYyLLeCTBIIEHUA KnneHTamMmu nerann3aumm (OTMbIBaHVIFI) [0Xoa0B, NoJfTy4YeHHbIX NPeCcTynHbIM I'IyTéM, n
drHaHCHpoBaHUS TeppopmnamMa’?

Yes/ [a

D No/ Het

2.7. Do you determine the appropriate level of enhanced due diligence necessary for those categories of
customers and transactions that the bank has reason to believe that they pose a heightened risk of illicit
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activities at or through your Bank? / OnpegensieT nvn Baw 6aHk Heo6xoauMble NOBbILLIEHHbIE MepbI
pormkHon ocmoTputensHocTH (due diligence) ons cooTBETCTBYHOLUMX KATEropyin KIMEHTOB M rpynn
onepauwui, KOTopble, N0 MHEHMIO Baluero 6aHka, cBA3aHbl C NOBbILIEHHBIM PUCKOM NPOBEAEHUS HE3AKOHHbIX
onepauwui B Bawem 6aHke nnu yepes Baw 6aHk?

D Yes / a D No / Het

2.8. Does your Bank have policies covering relationships with Politically Exposed Persons? / YcTaHOBNEHbI
nn y Bawero 6aHka npoueaypbl, pernameHTUpYLLNE OTHOLIEHNUSI C MHOCTPAHHBIMU NyONNYHBIMM
OOMKHOCTHBIMU NLaMmn?

D Yes/[la D No / Het

2.9. Are your AML/CTF policies and practices applied to all branches and subsidiaries (if any) of your Bank
both in the home country and in locations outside of the home country? / NpumensoTcs nu B hunmanax u
AodepHux obuiectBax Balero 6aHka (npu nx HanM4mMmn) Npaeunna v NPorpamMmmbl BHyTPEHHENO KOHTPOIS B
uenax NMOO/PT, paspaboTaHHble rofioBHOM opraHm3aumen 6aHka?

Yes /la D No / Het

2.10. Is it AML Officer’s duty to supervise the functioning of AML/CTF controls in all your branches (if any)? /
OcyuwectensieT nu OTBETCTBEHHBIN cOTPyaHUK no MO/®T Bawero 6aHKa KOHTPOMb 3a OpraHn3aumen n
pyHKUMOHMpoBaHWeM cuctembl MOL/OT B cunuanax Bawwero 6aHka (Npu ux Hanuuum)?

Yes/ [a u No/ Het

2.11. Does your Bank open anonymous accounts to individuals and/or corporate customers? / OTkpbiBaeT
nn Baw 6aHK cyeTa Ha aHOHVMMHbIX BnagenbLues?

u Yes /[a D No / Het

2.12. Do you have policies to reasonably ensure that it only operates with correspondent banks that possess
licenses to operate in their countries of incorporation? / PaspabotaHbl nu B Bawem 6aHke npoueaypel,
OOMmkHbIM obpa3oM obecnevmBatolime NpoBeaeHVe onepaumin ToNbLKO C TeMU BaHkamu-
KoppecnoHaeHTamu, KoTopble obnagatoT NMUEH3MAMK Ha NpoBeaeHne 6aHKOBCKMX onepauuii, BbldaHHbIMN
B CTpaHax ux permcrpauun?

u Yes/[a ‘ ‘No/HeT

2.13. Does your Bank have correspondent relationships with financial institutions residing in off-shore zones
(off-shore zone meaning a country or a territory with preferential tax regime and/or legislation, which does
not envisage disclosure of information on financial transactions?/ NogaepxuBaeTt nu Baw 6aHk
KOPPEeCnOoHAEHTCKNE OTHOLLIEHNS C 6aHKaMu, 3aperncTprpoBaHHbIMU B rOCYAAPCTBaX U Ha TEPPUTOPUSIX,
NpeaoCTaBnALWMNX NbrOTHLIA HAMOrOBLIA PEXMM U (UMW) He NpedycMaTpUBalOLLMX packpbITUE U
npegocraeneHne nHgopmauumn Npu NpoBeaeHnn MHaHCOBbIX onepaumi (0pdLIOPHbIX 30Hax)?

Yes /la D No / Het

If yes, please, name these correspondents / Ecnu ga, 10 ykaxuTe 3T 6aHKU-KOPPECNOHAEHTbI:

]2.13.1. H

‘2.13.2. H
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’2.13.3. H

12.14. Does your Bank have “shell banks” as correspondents or counterparts? / WmetoTtcs nm B unucne
KOpPECMNOHAEHTOB UMM KOHTpareHToB Bawlero 6aHka 6aHkM-Hepe3naeHTbl, KOTopble He UMEIOT Ha
TEpPPUTOPUSX FOCYAapCTB, B KOTOPbIX OHU 3apErMCTPUPOBAaHbI, MOCTOSIHHO AEUCTBYOLLMX OPraHoB
ynpasneHus?

| Yes/[ia || No/Her

2.15. Does your Bank have correspondent relations with banks that open accounts to “shell banks”? /
NmeeT nu Baw 6aHK koppeCnoHAEeHTCKUE OTHOLEHUS ¢ 6aHKkamMu, B OTHOLLEHMM KOTOPbIX MMeeTcs
MHGOPMaLMA 0 TOM, YTO UX CHEeTa UCMONb3YHTCA BaHkamMK, He NMELLMMU Ha TePPUTOPUSAX FOCyaapcTs, B
KOTOpPbIX OHW 3aperncTpupoBaHbl, MOCTOSAHHO OEWCTBYHOLLMX OPraHOB yrNpaBneHns?

‘ ‘Yes/ﬂ,a ‘ ‘No/HeT

2.16. Does your Bank collect information and assess the AML/CTF policies or practices of its own customers
which are financial institutions? / OcywecTtensiet nu Baw 6aHk c6op n aHann3 nHpopmaumm o npaBunax
BHYTPEHHero KoHTpons B uensax MNOL/®T n npakTuke nx npuMeHeHnUs (pMHaAHCOBLIMU yUpeXaeHUAMY,
aBngaowmmMmcs knueHtamm Bawero 6aHka?

D Yes/[la D No / Het

2.17. Do you have policies to communicate new AML related laws or changes to existing AML related
policies or practices to relevant employees? / CywectsytoT nu B Bawewm 6aHke npoueaypbl 4OBeAeHUS 00
CBeAeHUss COOTBETCTBYHIOLLMX PAabOTHUKOB MHpOpMaLMK 06 M3MEHEHUSIX B 3aKOHOA4ATENbCTBE UMK
npoleaypax BHyTpeHHero KoHTpons B uensx Nog/eT?

Yes /la D No / Het

2.18. Does your Bank employ agents to carry out training functions? / NpuenekaeTt nu Baw 6aHK CTOPOHHUE
opraHusauun ans obyyeHuss nepcoHana?

Yes /la D No / Het

2.18.1. If yes, do you provide AML training to relevant agents that includes identification and reporting of
transactions that must be reported to government authorities, examples of different forms of money
laundering involving your Bank’s products and services and internal policies to prevent money laundering?/
Ecnu ga, 1o npoBoanT nu Baw 6aHk 06y4eHne faHHbIX CTOPOHHMX OpraHn3aunii Ha NpeameT BhISBIEHUS U
HanpasreHus coobLleHnii o6 onepauusix, CBeAeHNs1 O KOTOPbIX AOMKHbI NPeACcTaBnATbLCH B
rocyapCTBEHHbIE OpraHbl, @ Takke 03HaKOMIEHNS C TUMOBLIMW CXEMaMu OTMbIBaHUS NPECTYNHbIX 4OXOA0B
C MCnorb3oBaHWeM NPoayKToB U ycnyr Bawero 6aHka, nsydeHus npasBun BHyTPEHHEro KOHTPONS B Liensx
nog/eT? -

u Yes/[a u No / Het

2.19. In addition to inspections by the government supervisors/regulators, does your Bank have an internal
audit function or other independent third party that assesses the effectiveness of AML policies and practices
on a regular basis? / B gpononHeHve k npoBepkam, NPOBOANMbIM roCy4apCTBEHHbIMMU
HaA30pHbIMWU/PerynupyoLwnumMmn opraHamu, nposoanTcs nu B Bawem 6aHke Ha perynsapHom ocHOBe OLieHKa
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3O HEKTUBHOCTM NPaBMUI U NPOrpaMM BHYTPEHHErO KOHTpons B Lensax MOL/PT noapasgeneHnem
BHYTPEHHEO KOHTPOSS UMM BHELLUHWUM ayauTopoM?

Yes/ [la D No/ Het

2.20. Has your Bank been the subject of any investigation, indictment, conviction or civil enforcement action
related to money laundering and terrorists financing in the past five years? / lNpumeHanucb nu k Bawemy
DaHKy Mepbl BO30ENCTBUSI HAA30PHbLIX OPraHOB B CBA3M C HEMCNOMNHEHNEM 3aKOHOAATENbCTBA O
NpOTUBOAENCTBUM Neranm3aunm (OTMbIBAHMIO) OXOO0B, NOMYYEHHbIX NPECTYMHbIM NYTEM, U
hrHaHCMpPOBaHUIO Teppopuama 3a nocnegHve naTe net?

Yes/ [a D No/ Het

If yes, please, provide more detailed information / Ecnu ga, 1o, noxanymncra, packponTte nHgopmauunio
noapo6Ho.

2.20.1. || |
2.20.2. || |
2203 || |

2.21. Does your Bank have Money Laundering Reporting Officer or another senior official designated to
monitor suspicious client activities and to ensure compliance of your Bank with legislation and regulatory
requirements relating to prevention of money laundering? / HasHaueH nu B Bawem 6aHke COTpYOHNK,
OTBETCTBEHHbIN 3a COOMNoAeHNe NpaBun BHYTPEHHEro KOHTPOMS B LieNsiX NPOTUBOAENCTBUSA neranmsauum

(OTMbIBaHMIO) IOXOA0B, NMOMYYEHHbIX NPECTYMHLIM NYTEM, U (DMHAHCUPOBaHUIO TepPOpPU3Ma U NporpaMm ero
oCyLLEeCTBNeHNA?

D Yes / a D No / Het

If yes, please, provide his (her) full name, position, telephone and fax number & e-mail / Ecnn ga, ykaxuTe,
noxanyncra ero(e€) dhamunuio, MM 0THECTBO (ECNN NMEETCS), OOMPKHOCTb, HOMEPAa KOHTAKTHbIX
TenedoHOB U haKCoB, aapec ANEKTPOHHOW MOYThI:

2.21.1. Full name / ®W0O: ‘

2.21.2.  Pposition / JOMKHOCTb:

2.21.3.  Telephone / TenedoH:

2.21.5.

2.214. Fax/ dakc: ‘
E-mail / Aopec aneKTpoOHHON NOYTbI: ‘

On behalf of the bank / YnonHomo4eH nognucaTtb OoT MMeHu 6aHKa

|

(position / gomkHocTb) (signature / nognuchk) (surname, first name(s)/ ®10)

Seal / MNMevaTtb

Date /
Lata
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